
Cisco takes its responsibility to its customers regarding product security very seriously. Accordingly,
DocWiki must not be used as a vehicle for reporting security vulnerabilities in Cisco products, or for that
matter in any vendor's products.

Cisco has well-established procedures for handling reports of security-related product issues. These are
described in Cisco's Security Vulnerability Policy. This policy must be followed when there is any suspicion
that a contribution to DocWiki being anticipated may reveal a security vulnerability.

Violation of this policy may result in sanctions including revocation of DocWiki editing privileges.
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http://www.cisco.com/en/US/products/products_security_vulnerability_policy.html
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